
Personal information protection policy

This Agreement helps you to fully understand how we will collect, use,

share, store and protect your personal information and how you can

manage your personal information so that you can better make the

appropriate choices.

Before you begin to use, please must read and understand this

Agreement carefully to ensure that you fully understand and agree

before starting to use. You use or continue to use our services means

that we agree to process your information in accordance with this

agreement.

If you have any questions, comments or suggestions about this

Agreement, you may contact us through the system.

1. scope of application

1.1 This Agreement applies to the products or services provided by us,

including the products and services provided to you by the System

Website. In addition, for some specific services, a separate privacy policy

will be formulated to tell you the special policies of these products /

services, and if the relevant privacy policy is inconsistent with this

privacy policy, the specific privacy policy will apply.

1.2 special note, except the relevant information collection and use

activities, this agreement does not apply to other third services ("other

third party", including but not limited to your transaction, any third party



website and third party service provider), the service is applicable to the

privacy policy or other personal information collection use rules.

2. Information collection and use

2.1 When you use our products or services, we need your personal

information that may be collected and used as follows:

2.1.1 In order to realize the basic functions of providing us with our

products and / or services, you must authorize us to collect and use the

necessary information. If you refuse to provide the corresponding

information, you will not be able to normally use the corresponding

products and / or services normally;

2.1.2 In order to realize the additional functions to provide you with our

products and / or services, you may choose to separately agree or

disagree with the information we collect and use. If you refuse to

provide it, you will not be able to normally use the relevant additional

functions or achieve the functions we intend to achieve, but it will not

affect your normal use of the basic functions of our products and / or

services.

2.2 If you are very concerned about the confidentiality of some

information in use, if the service results do not meet your expectations

due to the error information, please contact the system for negotiation.

2.3 The specific functional scenarios we will provide for you include:

2.4.1 You need to authorize us to collect and use personal



information scenarios

(1) To help you become our user

Basic service i. e

To comply with the requirements of laws and regulations, you need

to provide a mobile phone number to create a system account. If you

only use search and other basic services, you may choose not to

register as our user and provide the above information.

For services that need to be used through the system account, we may

verify your user identity based on the above information provided by

you to ensure that we are providing services for you.

ii accessorial service

Improve the account information: When you use the system, in

order to maintain your basic information and improve your service

experience, you can provide non-registration and necessary information

to improve the network identity identification information (such as

profile picture, account number, nickname, login password, etc.).

(2) To provide you with service information display

In the process of using our services, in order to provide you with

service information that more fits your needs, we will collect and use

your browsing, search records, use logs and other information when

accessing or using our products / services.

At the same time, we strive to protect your privacy experience



through the following measures:

In addition, we will use your above information in order to

continuously improve and optimize the service functions.

(3) Provide security guarantee for you

In order to fulfill the legal obligation to ensure the security of e-

commerce transactions, Improve the security of your services from us

and our affiliates, partners, Protect the personal and property safety of

you or other users or the public from infringement, Better prevent

phishing sites, fraud, network vulnerabilities, computer viruses, network

attacks, network intrusion risks, To more accurately identify violations of

laws and regulations or system-related agreements, rules, You authorize

us to obtain information related to your equipment and comprehensively

judge your account number and transaction risks, verify, detect and

prevent security incidents, And take the necessary measures of recording,

audit, analysis and disposal according to law.

2.4.2 Other Precautions

(1) If the information you provide contains the personal information or

business information of other users, you should ensure that you have

obtained the legal authorization before providing such information to

the system.

(2) If we use the information for other purposes not specified in this

Agreement, or if we use the information collected for a specific purpose



for other purposes, or if we voluntarily obtain your personal information

from a third party, we will seek your consent in advance.

(3) if we indirectly obtain your information from a third party, we

will explicitly in writing before collecting the third party has in

accordance with your consent to collect personal information, and

inform you of sharing information, and involving sensitive personal

information before providing to us through your clear confirmation,

requires a third party to the legitimacy and compliance of personal

information sources, if the third party violation behavior, we will

explicitly require the other party to bear corresponding legal

responsibility. We will use no less than the same protection means and

measures for our own users' personal information to protect the

indirectly obtained personal information.

(4) Exception to the consent of the authorization

You fully understand and agree that, in accordance with relevant laws

and regulations, we do not require your permission to collect and use

your personal information in the following circumstances:

I is related to our performance of the obligations stipulated by laws and

regulations;

And ii is directly related to national security and national defense

security;

And iii is directly related to public safety, public health and major



public interests;

The iv is directly related to the judicial or administrative law

enforcement, such as criminal investigation, prosecution, trial and

judgment execution;

V to protect you or other individual's life, property and other major

legitimate rights and interests but it is difficult to get my consent;

Vi the personal / business information that you can disclose to the

public;

Where vii collects personal information from legally publicly

disclosed information, such as legal news reports, government

information disclosure and other channels;

As viii necessary for the signing and performance of relevant

agreements or other written documents with you;

It is necessary to maintain the safe and stable operation of the

products and / or services provided, such as the discovery and disposal

of faults of the products and / or services;

x Other circumstances stipulated by laws and regulations.

Please be aware that if, under applicable law, we take technical

measures and other necessary measures to process personal information

so that the data receiver cannot re-identify specific individuals and

cannot recover, or we may identify the information collected after

research, statistical analysis and prediction to improve the content and



layout of the system, provide products or services for business decisions,

and improve our products and services, the use of such processed data

need to inform you and obtain your consent.

(5) If we stop operating the system products or services, we will

promptly stop the activities to continue collecting your personal

information, notify you of the notice of stopping the operation one by

one or announcement, and delete or anonymize the personal

information related to the closed business we hold.

3. Provide information externally

3.1 Sharing

We do not share your personal information with companies,

organizations, and individuals other than the System Service Provider,

except where:

3.1.1 Sharing necessary for the performance of legal obligations: We may

share your personal information in accordance with the provisions of

laws and regulations, litigation, dispute settlement, or the

requirements of administrative and judicial organs, as well as those

necessary for the performance of other legal obligations.

3.1.2 Sharing with your consent: Based on the need to provide

specific business scenarios, we will share your personal information with

other parties after obtaining your consent.

3.3 Public disclosure



Wewill publicly disclose your personal information only if:

3.3.1 With your express consent or based on your active choice, we may

publicly disclose your personal information;

3.3.2 if we determine you in violation of laws and regulations or

serious violation of the relevant agreements and rules, or to protect the

users of the system or the public personal property safety from

infringement, we may according to the laws and regulations or with your

consent disclosure about your personal information, including related

violations and the system has taken measures to you.

3.4 Exceptions to prior authorization consent for sharing, transfer and

public disclosure of personal information

Where, your prior consent is not required for sharing, transfer and

public disclosure of your personal information:

3.4.1 Related to the performance of our obligations stipulated by laws

and regulations;

3.4.2 Those directly related to national security and national

defense security;

3.4.3 Direct connection with public safety, public health and major

public interests;

3.4.4 Directly related to judicial or administrative law enforcement, such

as criminal investigation, prosecution, trial and judgment execution;

3.4.5 To protect your major legitimate rights and interests of life,



property or other individuals, but it is difficult to obtain my consent;

3.4.6 The personal information that you can disclose to the public;

3.4.7 Personal information is collected from legally and publicly

disclosed information, such as legal news reports, government

information disclosure and other channels.

Please be aware that, under applicable law, if we take technical and

other necessary measures to process personal information so that the

data recipient cannot re-identify specific individuals and cannot recover,

the sharing, transfer and public disclosure of such processed data are not

required to you, and your consent.

4. Your rights

4.1 With the exceptions stipulated by laws and regulations, you

have the right to inquire, correct, supplement and delete your

information, which you can do in the following ways:

4.1.2 Account Information: You can log in to the system platform and

enter the "Account Settings" to query, correct, and supplement your

personal data and personal account related information.

4.2 In the following situations, you can also request us with the

[System] to delete the personal information:

4.2.1 If our handling of personal information violates laws and

regulations;

4.2.2 If we collect and use your personal information without



obtaining your explicit consent;

4.2.3 If our handling of personal information seriously violates the

agreement with you;

4.2.4 If our processing purpose has been realized, cannot be

realized, or it is no longer necessary to realize the processing purpose;

4.2.5 If we stop providing the products or services, or the storage

period has expired.

If we decide to respond to your deletion request, we will also notify

as much as possible the subjects who receive your personal

information from us and require them to delete it (unless otherwise

provided by laws and regulations, or those subjects have independently

obtained your authorization).

When you or we assist you in deleting relevant information, we may not

be able to immediately delete the corresponding information from the

backup system because to applicable laws and security techniques, we

will securely store your personal information and isolate it from any

further processing until the backup can be cleared or anonymous.

5. The storage of the information

5.1 Storage period

We will take reasonable and feasible measures to try to avoid

collecting irrelevant personal information. We will only keep your

personal information for the period necessary to meet the cost policy



objectives, unless it is required by law.

5.2 We judge the storage period of personal information mainly

based on the following criteria:

5.2.1 Complete the service transaction purpose related to you,

maintain corresponding records, and make your possible inquiries;

5.2.2 Ensure the safety and quality of our services provided for you;

5.2.3 Whether there are other special provisions or laws and

regulations.

5.3 Storage location

Personal information collected and generated during our operations in

the People's Republic of China will be stored in China except:

5.3.1 Where laws and regulations have clear provisions;

5.3.2 With your authorization separately;

5.3.3 It is necessary for the conclusion and performance of your

cross-border service transactions and other types of contracts as a party.

In the above cases, we will ensure that your personal information is

protected to no less extent as stipulated in this policy.

5.4 Storage security

We will take reasonable and feasible security precautions to protect your

information from unauthorized access, public disclosure, use,

modification, damage or loss of personal information.

5.4.1 Prevention of account security risks



The Internet is not an absolutely safe environment. When using the

system services, we strongly recommend that you do not use the

communication mode not recommended by the system to send your

information, so as not to be stolen or even encounter telecom network

fraud. You can connect and share with each other through our services.

You will properly protect your personal information and provide it to

others only if necessary. If you find that your personal information,

especially your account number or password, is leaked, please contact

the system customer service immediately, so that we can take

corresponding measures according to your application.

Please use complex passwords to help us to keep your account safe. We

will do our best to secure any information you send to us.

5.4.2 Response to personal information security incidents

If our physical, technical or management protection facilities are

damaged, resulting in unauthorized access, public disclosure, tampering

or destruction of information, and your legitimate rights and interests

are damaged, we will take reasonable and necessary measures to

minimize the impact on you.

In the unfortunate occurrence of personal information security

incident, we will inform you in accordance with the requirements of laws

and regulations: the basic situation of the security incident, and the

possible impact, the disposal measures we have taken or will take, you



can independently prevent and reduce the risk of suggestions, remedial

measures for you. We will inform you of the event by mail, letter,

telephone or push notification. When it is difficult to inform the personal

information subject one by one, we will take a reasonable and effective

way to issue the announcement.

Vi. Policy / clause update

To provide you with a better product and service experience, we

continue to improve our products, services and technologies. On new

services and business process changes, we may update our privacy policy

to inform you of specific changes. However, without your express

consent, we will not restrict the rights under this policy to your right.

Please also visit us to follow the relevant information to update on the

latest privacy policy. If you continue to use our services, you agree to

accept and be subject to the updated policy.


